
 

 

 

Key messages for contact tracing for licensed premises 

 Only collect the minimum amount of information necessary for contact 

tracing. The necessary information appears to be limited to a person's full 

name, contact phone number or email address and the date and times of their 

visit. Collecting anything more puts you at risk of breaching data protection 

law – especially if that includes recording any information about a person's 

health condition. 

 Tell customers what data you are collecting and why. One important 

requirement of data protection law is to provide a privacy notice which tells 

people what information about them you are collecting, why you are collecting 

it and what will happen to it (principally who it will be shared with and how 

long you will hold onto it for). This can be done by a notice on your website 

and displayed at the entrance to your premises. A suggested wording could 

be: 

This information is being collected to assist the NHS Test and Trace service for 

tracing close recent contacts of anyone testing positive for coronavirus. It will be 

given to NHS Test and Trace on request in the event that it is required for contact 

tracing purposes. We will not use it for any other purpose, and will destroy it after 

eight weeks.  

It will be kept here at [name of premises]. You have a right to access and correct any 

information we hold about you. For any questions about this notice please contact 

[email address/phone number] 

 Keep that information securely. It is likely that the information will need to 

be compiled and entered manually, probably onto a spreadsheet, or 

potentially in a paper record. Make sure that the record, wherever it is 

maintained, is only accessible by members of staff who need access to it. As 

a minimum, it should be locked away when not in use and stored on a 

password-protected (and ideally encrypted) device. 

http://lexlinks.cornerstonebarristers.com/marketingServer/incoming.aspx?l=0x30F91944B60079A2DC5648B59E513ADE13619DF7AB08F108AD8A0E15A0309716F05A61BD1783DF40661A23BEB43CC0B17EC6ED3548AE039A33D91EE146F452C2865E98EB5C9A32E21B29003CD0A2B70BE60EAEAC63652C1579C506F1D91D59B0F1E1A37C3656C40DE79A7D3B41C734ED39B8F82C47D81C409E94ED35243D90208E2D40F309ACEDA467FB63B798ECED781B6F46B2AB71F64316C2DB4CC2134878&ln=22&d=0x7C0176C586DD3A52%5e0xF802A30ECB782166|0x49EB4C9596DBE1A5%5e0xBDC0B87423493533|0x4AA4940AA96EF179%5e0xBDC0B87423493533|0x1F76935CAA54AE0A%5e0x775ADE196EBF53B637E9B82B78071707A423A3FB48C532D41FA53216698D278D|0x4E70367B326D3F87%5e0xBDC0B87423493533|0x7789D30FD723DAF4%5e0xBDC0B87423493533|0xC00B32B3252A1623F7126F7C46654076%5e0xBDC0B87423493533|0xEC3640B4180F8F16%5e0x|0x40F3E49C83A12815%5e0x76CC2BF52FD8EFF5|0xF1B146662D144B75%5e0x2ECEB2DEDCE7D463|0xEA5DE7CEE9203CB2%5e0xCB450E3C7F977A392D2B3CB853217E73|0xA14B30AADF25AF0D%5e0x17922B9099DE2B55F699159D61C256AC1EE9C6511B169AAFD3E20933019DA08F658C7C2DD509E210|0xD52134AC788FF0FE%5e0xF8C5775D4DB70D1C|&c=103&s=4075


 Only use that information for contact tracing. Don't be tempted to use this 

information as a 'customer database' – this information should be kept entirely 

separate. 

 Don't hang onto the information. You should only hold the information for 

as long as it is needed – and no longer. At the moment the government has 

not advised how long such records should be held, but a retention period of 

around eight weeks ought to be sufficient to enable the information to be used 

in the event of a local outbreak – after which time it should be securely 

disposed of. 

 


